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Motivation

• Traditional WSN MAC protocols are 
missing in MiXiM

• B-MAC is standard for TinyOS, Contiki and 
other WSN operating systems

• Simple, general-use, low power protocol
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B-MAC (Low Power 
• Asynchronous protocol

• Wakeup period same for 
all nodes

• Sender sends long 
preambles before actual 
data packets

• Receivers wake-up and 
stay awake if a preamble is 
received or go 
immediately back to sleep
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B-MAC in MiXiM
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B-MAC in MiXiM

• Inherited from BaseMacLayer

• Easily extendable into X-MAC

• Various parameters to tune and 
adapt to application requirements
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Figure 2: Finite state machine of the MiXiM implementation of B-MAC.

Parameter Unit Default Description

slotDuration secs 1 sleeping period

checkInterval secs 0.1 duration of CCA phase

queueLength pkts 10 maximum size of MAC
queue

headerLength bits 10 preamble packet length

useMacAcks bool false use MAC level acknowl-
edgments

maxTxAttempts times 2 used only together with
MAC level acknowledg-
ments

txPower mW 50 actual transmission power

bitrate bps 15360 bitrate of the node

animation bool true colorize the nodes accord-
ing to their radio status

Table 1: BMacLayer parameters.

looking at the example in Figure 1, it becomes clear that
a node is able to transmit exactly one data packet per slot
(cycle). The most of the time of its cycle the node is in
fact transmitting preambles to wake up its neighbors and
only after this preamble sending it will send out the real
data packet. Additionally, the protocol is not able to detect
the hidden node scenario. This is, two nodes might start
sending preambles without hearing from each other, but a
node between them will either receive form both senders or
corrupted packets because of interference.

The slot duration is widely mistaken with the application
duty cycle. For example, the application might gather sen-
sory data and transmit one data packet only every 10 min.
However, the duty cycle or slot duration of B-MAC needs
to be much higher in order to keep up with the data traffic
of other nodes and also to minimize power consumption for
preamble sending and receiving. On the other hand it needs
to be noted that in the absence of traffic B-MAC node get
synchronized with each other. This happens when a data

packet is transmitted by one node: after transmission, all
nodes (sender and receivers) go to sleep simultaneously.
There exist many variants of B-MAC, which are not in-

cluded in this implementation. For example, X-MAC [1] is
such a variation, where a sender of an unicast message waits
for some time between two preambles for the receiver to an-
swer. When the receiver wakes up, it answers immediately to
the sender upon receiving the first preamble, thus allowing
the sender to stop sending preambles and sending the actual
data packet. Another possibility is to include the receiver’s
address in the preamble, so that non-receiver nodes can go
immediately back to sleep. However, these special unicast
scenarios have also an important drawback: They prevent
other nodes form overhearing messages, which is widely for
neighborhood management, for example. Thus, the best B-
MAC variant is defined by the specific application and all
other communication protocols in place.
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Murphy. Not all wireless sensor networks are created
equal: A comparative study on tunnels. ACM
Transactions on Sensor Networks, 7(2):1–33, 2010.

[3] J. Polastre, J. Hill, and D. Culler. Versatile low power
media access for wireless sensor networks. In
Proceedings of the 2nd ACM Conference on Embedded

Networked Sensor Systems (SenSys), pages 95–107,
Baltimore, MD, USA, 2004.

[4] K. Wessel, M. Swigulski, A. Köpke, and D. Willkomm.
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